










SPECIFICATIONS

• Onboard AES 256-bit crypto engine

• SATA I / II / III compliant

• SATA connectors:

       • Blue - for connecting to host

       • Black - for connecting to device

• LEDs:

       • Green - for power and the presence of key code

       • Yellow - drive access activity

• RESET: To clear key code and reset the CipherChain. This also remove the drive icon when the storage device 

is removed from the CipherChain and the connected SATA supports hot swap.

• Disable RESET jumper - use for disabling the RESET button.

• Maximum throughput - 150 MB/sec

• Small 4-P power connector

• Input power: 5V @ 150 mA

• Dimension: 85 x 50 x 23 mm (W x D x H) (3.34 x 1.97 x 0.91 in)

• Weight: 81 g (2.86 oz)

• Operating temperature and humidity: 0 °C to + 75 °C, 5% - 95% (non condensing)

• Storage temperature and humidity: -40 °C to + 85 °C, 5% - 90% humidity

There is no back door for the CipherChain encrypted hard drive if the Cipher key is lost or stolen. To ensure 

there is a spare key, every CipherChain kit comes with one pair of Cipher keys. One of these keys should be 

kept in a safe and secure location and can be sent back to Addonics for duplicating additional keys. If you are 

down to the last key, be sure to make a back up of all the data stored inside your encrypted hard drive prior to 

sending the last key to Addonics. Addonics is not responsible for the key lost in the mail or the retrieval of the 

data inside the encrypted hard drive.
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