




FEATURES

SPECIFICATIONS

• Great for the following applications:
          • Secure a system from unauthorized access
          • Prevent sensitive data from unauthorized access when the storage device is lost or stolen
          • Shipping or transporting storage devices containing sensitive data
          • Using the extra CipherChain module in the Dual Cipher Snap-In to encrypt
                  • a RAID volume inside the system or
                  • an additional internal hard drive or
                  • an additional removable drive storage system such as the Addonics Drive Cartridge Systems or Mobile   
                  Rackwith SATA connection
• Choice of models with single or dual CipherChains
• Supports encrypting the following storage devices:
         • SATA I / II / III hard drive in 3.5" form factor
         • SATA I / II / III hard drive or SSD in 2.5" form factor using the optional Addonics Snap-In 25 adapter.
• AES 256-bit encryption that is FIPS 140-2, NIST and CSE certified- the highest level of encryption standard
• FIPS 140-2 certified Crypto Module.
• Full disk encryption. No traceable data when the encrypted drive is connected to any system
• No training required. Encryption/decryption via a hardware key, just like using a regular key to open a door.
• Drive is added or removed from system like a VCR cassette
• Hot swappable*, hard drive can be removed or add to the system without restarting*
• Suspension mount to protect against vibration and shock
• Point to point Serial ATA connection, no cable to connect hard drive to system
• High performance - up to 150 MB/sec
• OS independent - can be used on any system

* Serial ATA hot swap feature works only with controllers that support this feature. You may consider adding one of the 
AddonicsSerial ATA host controllers to your systems to ensure the hot swap capability. Controllers from your system may not 
support this feature. Please verify with your system or controller manufacturer if you need to have hot swap in your application. 
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Cipher Snap-In

Model: CSN256, C2SN256

 

• Onboard AES 256-bit crypto engine
• SATA I/II/III compliant
• SATA connectors:
      • Blue - for connecting to host
      • Black - for connecting to device
• LEDs:
      • Green - for power and the presence of key code
      • Yellow - drive access activity
• RESET: To clear key code and reset the CipherChains. This also remove the drive icon when the storage 
  device is removed from the CipherChain and the connected SATA supports hot swap
• Disable RESET jumper - to disable the RESET button.
• Maximum throughput - 150 MB/sec
• Small 4-P power connector
• Input power: 5V @ 150 mA
• Bezel color: Black
• Dimensions: 5.83 (W) x 7.2 (D) x 1.65 (H) in. (148 x 183 x 42 mm.)
• Weight:
      • model CSN256 - 14 oz (397 g)
      • model C2SN256- 16 oz (454 g)
• Operating temperature and humidity: 0 °C to + 75 °C, 5% - 95% (non-condensing)
• Storage temperature and humidity: -40 °C to + 85 °C, 5% - 90% humidity

*A Certification Mark of NIST, which does not imply product endorsement by NIST, the U.S. or Canadian Governments.


